
C E R T I F I C A T I O N S

SBA - Small Business Administration

MBE - Minority Business Enterprise

CISSP - Certified Information Systems 

Security Professional

SBA - Small Business Administration

CEH - Certified Ethical Hacker

Security Plus - CompTIA Security+
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C O N T A C T  I N F O R M A T I O N

Email: Kosileola@gmail.com

Phone: 386-334-7493

Address: 8113 Mandan Terrace, 

Greenbelt, MD 20770

A B O U T  B O L T T E K

Security and Risk Management: Identifying, assessing, and mitigating potential threats and 

vulnerabilities.

Asset Security: Protecting valuable assets (data, hardware, software) from unauthorized 

access, theft, damage, or disruption.

Security Architecture and Engineering: Designing frameworks and systems to protect digital 

assets, networks, and information.

Communication and Network Security: Implementing measures to protect data transmission 

and system integrity from unauthorized access and tampering.

Identity and Access Management (IAM): Securing access to sensitive systems and data.

Security Assessment and Testing: Evaluating systems, networks, and applications to identify 

vulnerabilities.

Security Operations: Continuous monitoring and responding to threats within an organization's 

network.

Software Development Security: Ensuring secure software creation, deployment, and 

maintenance, protecting against vulnerabilities throughout the development lifecycle.

ICS NETT: Executed Red and Purple Team operations for the Defense Counterintelligence and 

Security Agency (DCSA), enhancing offensive and defensive security. Designed penetration 

tests based on executive priorities and threat intelligence to protect critical assets.

U.S. Army Network Enterprise Command: Provided desktop support, system administration, 

ITSM remedy, information assurance, and incident management. Developed best practices for 

risk reduction across enterprise applications, systems, and networks.

ByLight Professional IT Services: Conducted IT audit assessments, risk analysis, and security 

assessments of globally deployed systems. Recommended risk mitigation solutions using 

manual and automated verification scans.

Security Operations: Continuous monitoring, analysis, and response to threats and 

vulnerabilities within an organization's network.

ProCliq: Assessed threats, risks, and vulnerabilities from emerging security issues, advising 

stakeholders on measures. Conducted offensive penetration tests to identify vulnerabilities in 

systems, networks, and applications.

C O R E  C O M P E T E N C I E S

P A S T  P E R F O R M A N C E

D I F F E R E N T I A T O R S

Bolttek LLC is a premier cybersecurity firm dedicated to serving both government agencies and civilian clients with comprehensive information technology 

services. As a Service-Disabled Veteran-Owned Small Business, we provide specialized solutions to mitigate risks and defend against cyber threats. Our 

expertise encompasses network security, data protection, incident response, and more. We prioritize collaboration and long-term partnerships, working closely 

with clients to understand their unique challenges and develop customized strategies. Staying vigilant against emerging threats, we ensure robust 

cybersecurity defenses. Our commitment extends to supporting the military community and fostering diversity, empowering clients to confidently navigate the 

digital landscape and safeguard their valuable assets.

At Bolttek LLC, we bring a profound commitment to serving both government agencies and 

civilian clients, understanding their unique security requirements and compliance regulations. This 

enables us to provide tailored solutions that align with their specific needs, ensuring the 

protection of sensitive information and digital infrastructure with the same level of dedication 

and expertise.

C A P A B I L I T I E S  S T A T E M E N T


